H. Walter Schmiiz

Die Bedeutung zweckgemiifier Information fiir die polizeiliche Kriminalititskontrolle

Waldemar Burkhard, ausgewiesener Praktiker wie Theoretiker kriminalpolizeilicher Arbeit, hat
einmal in einem Sammelband iiber wissenschafiliche Kriminalistik geschrieben: ,Bei der krimi-
nalistischen Arbeit geht es in weiten Bereichen um die Aufnahme, Beschaffung, Verarbeitung
und Verdichtung von Informationen und deren praktische Nutzung durch Kommunikation. Das
gilt fur den konkreten Ermittlungsfall ebenso wie fiir die Informationsverarbeitung in einem
generellen Sinne.” (Burghard 1983: 193 f) Dies ist nicht nur in seiner Aligemeinheit nach wie
vor giiltig.

Wir stoBen jedoch sogleich auf eine erste Schwierigkeit, wenn wir die einzelnen Ausdriicke,

die im Titel meines Vortrages vorkommen und die auch bei Burkhard wieder auftauchen, ge-
nauer betrachten und wenn wir uberlegen, was damit iiberhaupt gemeint sein soll. Die groBte
Schwierigkeit bereitet der Ausdruck , Information. Im Alltag allerdings glaubt jeder zu wissen,
was eine Information ist und was man darunter versteht. Ich mochte demgegeniiber zunéchst
einmal vorschlagen, daB wir davon ausgehen, daB Information nicht als etwas Festes und Be-
standiges in Worten schon enthalten ist. Wenn man allerdings in alltiglicher Redeweise sagt:
»Ich habe ihm eine Information gegeben“, dann meint man, man habe jemand anderem etwas
Bestimmtes mit Worten mitgeteilt, und das sei durch die Worte so konkret gefaBt, daB der
andere, der ja schlieBlich auch Sprecher unserer gemeinsamen Sprache ist, dies verstanden hat,
es, wie man zu sagen pflegt, ,,meinen Worten entnommen hat“. Tatsichlich aber weiB3 jeder aus
eigener Erfahrung, daB ein und dieselbe AuBerung je nach Situation, je nach Adressat, je nach
Sprecher ganz unterschiedlich verstanden wird. Es scheint also nicht allein von den verwende-
ten Worten abzuhingen, worin denn die Information besteht, sondern wir miissen hier vor al-
lem den Adressaten einbeziehen, der das, was er wahrnimmt, deutet. Und erst in diesem Deu-
tungsprozeB, im VerstehensprozeB, entsteht das, was wir Giblicherweise eine Information nen-
nen. Diesen Aspekt zumindest einmal zu bedenken, scheint mir lohnend, wenn wir in weiteren
Schritten spater zur Informationssammlung und auch zur Nutzung von sogenannter Informati-
on kommen.

Mit der Bedeutung von , Information” verhilt es sich ein wenig anders in dem Ausdruck
~Informationsverarbeitung. Hier erweckt der Ausdruck in unserem gingigen Verstindnis
ebenso wie im wissenschaftlichen Verstiandnis den Eindruck, es handle sich bei Information
eher um eine sachlich-dingliche Angelegenheit, etwas, das eigentlich nur an die materiale Ge-

stalt von Schrift oder von irgendwelchen Zeichen gebunden ist. Denn das, was im Computer
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etwa verarbeitet wird, das sind z.B. Schrifizeichen, die intern irgendwie verarbeitet oder ver-
dndert werden. Insofern ist es berechtigt, in diesem Falle bezogen auf Information von etwas
Dinglichem, etwas Materiellem zu sprechen, das eingegeben wird und weiterverarbeitet werden
kann und das auch von der Maschine, in aller Regel jedenfalls, nicht mehr gedeutet wird.

Und so kennen wir, vor allem bezogen auf die Informationsverarbeitung, drei wesentliche
Schritte, die auch im weiteren fiir uns von Interesse sind: Der erste Schritt ist die Verschliisse-
tung oder Codierung. Der zweite Schritt ist die Speicherung, die auf irgendeine elektronische
oder sonstige Weise stattfinden kann, und der dritte Schritt ist die Wiedergabe, die in der Regel
auch mit einer Decodierung verbunden ist, damit wir das urspriinglich in codierter Form Ge-
speicherte tiberhaupt fr unsere Zwecke nutzen konnen. - Was aber an der Informationsverar-
beitung viel wichtiger ist als diese drei Grundeigenschaften, das ist die Moglichkeit, daB ge-
speicherte Informationen auf an Programme gebundene Weisen manipuliert werden kénnen,
das heil}t, , miteinander verkniipft, verandert, nach bestimmten Kriterien geordnet werden kon-
nen usw.

Die dritte Schwierigkeit, die wir noch zu iiberwinden haben, ist dic Deutung des Formulie-
rungsstiicks ,,zweckgemaBe Information™. Das wird jeder zuniichst auf hinreichende Weise
verstehen: Es geht um eine einem Zweck angepafBte, auf einen Zweck ausgerichtete, auf einen
Zweck zugeschnittene Information; eine Information also, die zur Erfiillung eines bestimmten
Zweckes auch beitragt oder ausreicht. Nehmen wir einen Sonderfall als Beispiel, namlich das
mir zugeteilte Namensschild, das ich am Jackett trage. Da wir uns nicht so personlich kennen,
daB wir uns mit dem Vornamen anreden wiirden, reicht Thnen im Grunde genommen der Fami-
lienname, der hier aufgefiihrt ist. Diese Information im landldufigen Sinne ist insofern eine
zweckgemaBe, als sie es Thnen erlaubt, diesen Namen zu lesen und damit zu wissen, wie Sie
mich ansprechen kénnen, wenn Sie mich ansprechen wollen. Insofern spielt es {iberhaupt keine
Rolle fiir Sie, daB hier in dieser Information ein Fehler enthalten ist. Denn dieser Fehler liegt im
Bereich der Vornamen; die Reihenfolge ist vertauscht worden. Das heift, in diesem konkreten
Fall ist sogar eine fehlerhafie Information durchaus noch zweckgemaB, denn der enthaltene
Fehler wird gar nicht relevant bei der Verwendung gemaB dem Zweck, und der Zweck kann
schon erfiillt werden, wenn Sie nur wissen, wie der Familienname heiBt. Das heifit, bei zweck-
gemiBer Information geht es darum, daB sie so auf einen bestimmten Zweck zugeschnitten ist,
daB derjenige, der sie erhilt, daraufhin so handeln kann, daB der ins Auge gefaBte Zweck auch
erfiillt werden kann. Das kann mit fehlerhaften Informationen im Extremfall genau so gelingen

wie mit hochst préazisen und gelungenen.
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Im hier interessierenden Fall wiren zweckgemiBe Informationen allgemein solche Informatio-
nen, die dem Zweck ,,polizeiliche Kriminalititskontrolle” dienlich sind, die es also erlauben
oder ermoglichen oder erleichtern, daf3 Polizeibeamte im Sinne der Kriminalitatskontrolle ef-
fektiv tatig werden. Es geht also, um es noch genauer zu fassen, um Informationen, die da-
durch, daB sie zu einem bestimmten Zgitpunkt an einem bestimmten Ort einer bestimmten Per-

son oder Personengruppe im richtigen Umfange zuginglich werden, bei dieser Person oder

Personengruppe die Voraussetzungen dafiir schaffen, daB diese Person Handlungen der Krimi-
nalititskontrolle effektiv durchfithren kann. Darin ist schon impliziert, daB sich Informationen
in ihrer Wertigkeit, was den Zweck anbelangt, andern konnen, je nachdem, zu welchem Zeit-
punkt man sie erhalt, je nachdem, an welchen Ort sie gelangen, je nachdem, an welche Person
oder Personengruppe sie gerichtet sind, und daB es eine Rolle spielt, ob sie im richtigen Um-
fange erteilt werden. Zu beachten ist dariiber hinaus, daB die Informationen stets nur die Vor-
aussetzungen bei einzelnen Personen oder Personengruppen dafiir schaffen, die nétigen Hand-
lungen im Bereich der Kriminalitatskontrolle durchzufithren. Das heiBt, die Informationen ver-
setzen die Personen in einen Wissensstand, der es ihnen erlaubt, daraus Schliisse zu ziehen, die
dann wiederum die Grundlage bilden kénnen fiir Handlungen.

Stellen wir uns vor, daB ein Tatortbeamter einen Tatortbefundbericht schreibt, der die Grund-
lage wird fiir den Sachbearbeiter, der u.a. die erforderlichen Vernehmungen durchzufiihren hat.
Da der Sachbearbeiter den Tatort nie gesehen hat, kann seine weitere Arbeit schon deswegen
leicht erfolglos bleiben, weil Tatortbefundberichte nicht in jedem Falle alle die Informationen
tiber den Tatort enthalten, die z B. bei einer Zeugenvernchmung irgendwann relevant werden
kénnten. Und da der Sachbearbeiter selbst nicht am Tatort war, hat er im Unterschied zum
Tatortbeamten auch kein Erinnerungswissen beziiglich des Tatortes, das selbst nicht in den
Tatortbefundbericht eingegangen ist, das er aber in der Vernehmung aktivieren konnte, wenn
es denn erforderlich wiirde. Auch hier gibt es also unterschiedliche Erfordernisse von Informa-
tionen, und die hangen von Ort, Zeit, Handelnden und Zwecken des Handelns ab.

DaB Informationen iiberhaupt flir unsere Orientierung in der Welt und unser Handeln notwen-
dige Voraussetzungen sind, braucht nicht eigens betont zu werden. Was aber noch einmal wie-
derholt werden kann, das ist €in alter Satz, der in besonderer Deutung auch in die klassische
Informationstheorie Eingang gefunden hat und besagt, daBl Informationen Unsicherheit verrin-
gern. Denn dadurch, daB sie uns helfen, ein neues Wissen aufzubauen, verringern sie unsere
Unsicherheit beziiglich einer bestimmten Sachverhaltslage. Polizeiliche Aufdeckungs- und
Aufkldrungsarbeit aber ist stets durch Unsicherheit und Informationsmangel gepriigt. Damit ist
Information das, was der Polizei am meisten fehlt; die richtige Information zum richtigen Zeit-
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punkt am richtigen Ort. Dieser Informationsmangel behindert schnelle Entscheidungen. Denn
hiufig miissen die erforderlichen Informationen erst gesucht und gesammelt werden. Der In-
formationsmangel behindert damit auch effektives Handeln. Denn wir kénnen nur da wirksam
handeln, wo wir die Bedingungen unseres Handelns und die Erfolgsaussichten einigermafen
abschitzen konnen, so daB wir auch Wege zu finden vermogen, die unter diesen Umsténden
zum Erfolg filhren konnen, Erst recht aber behindert der Informationsmangel optimales Han-
deln.

Um zu erldutern, was ich in einem solchen Zusammenhang unter optimalem Handeln verste-
hen wiirde, seien zunichst zwei andere Ausdriicke eingefiihrt. Der erste ist der des Problemlo-

sens, der zweite der der Entscheidungsfindung. Von Problemlosen spricht man aligemein, wenn

das Denken eine praktische Zielsetzung hat Auf der nichsten Stufe wird dann von Entschei-
dungsfindung gesprochen. Entscheidungsfindung ist namlich eine besondere Art der Problem-
1osung, und zwar eine solche, bei der zwischen altemativen Handlungsweisen gewihit wird. In
diesem Zusammenhang - und das fiibrt uns sun zum optimalen Handeln als Vollzug einer op-
timalen Problemlosung zuriick - sei erinnert an die Uberlegungen und die Studien von Herbert
Simon, einem amerikanischen Nobelpreistriiger, der vor vielen Jahren unter anderem darauf
hingewiesen hat, daBl Menschen als Entscheidungsfinder ihre Wahl im Grunde nicht in dem
Sinne optimieren, daB sie alle moglichen Alternativen nach der besten durchsuchen, sondern

statt dessen lediglich eine zufriedenstellende Losung suchen. Sie wihlen die erste Alternative,

die gut genug ist, gemessen an dem Zweck, den sie unbedingt erreichen mochten.

Das liegt in der Regel daran, daBl ein groBer Teil der fiir eine Entscheidung relevanten Infor-
mationen nicht ohne weiteres zur Verfligung steht und daB seine Beschaffung und Nutzung
héufig viel zu teuer ist. Dies zwingt uns in vielen Fillen geradezu dazu, mit suboptimalen Lo-

sungen zufrieden zu sein, weil wir gar nicht die Zeit und das Geld haben, uns die Informationen
noch zu beschaffen, die fiir eine optimale Losung, namlich eine wirklich optimierte Entschei-
dung, erforderlich waren. Hier liegt die Bedeutung zentraler Informationspools und zentraler
Informationsverarbeitung fiir viele dezentrale Anfrager und Nutzer. Zentral mag es leistbar
sein, diese Informationen vorzuhalten, zu beschaffen und sie anderen zur Verfiigung zu stellen.

Es konnen aber Entscheidungen auch dadurch suboptimal oder schiechter ausfallen, daB die
Menge der dafiir zu beriicksichtigenden Informationen fiir die Entscheider und ihre geistigen
Moglichkeiten zu komplex ist. Hier konnen Informationsverarbeitungsprogramme die Mengen
in weniger komplexe Darstellungen iiberfiihren, so etwa uniiberschaubare Zahlen- und Namen-
kolonnen in graphische oder bildliche Darstellungen. Wenn zB. die Unfalltypen-Steckkarte als
Ausgangspunkt fiir Uberlegungen genommen wird, ob man deren Prinzip nicht auch in anderen
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Bereichen der polizeilichen Arbeit nutzen kénnte, dann geht es hier um die Anwendung eines
Prinzips der Reduktion von komplexen Daten dadurch, daB man sie auf eine andere Weise
darstellt, die uns als Menschen sehr viel besser zugénglich und verarbeitbar ist, sozusagen ,,auf
einen Blick“. Oder aber solche Informationsverarbeitungsprogramme fithren an komplexen
Datenmengen, die unsere Fahigkeiten uberschreiten, fiir uns Suchprozesse, Vergleiche oder
auch SchluBifolgerungen durch, und das kann entweder automatisch geschehen oder nach von
uns selbst bestimmten Vorgaben. Daneben konnen Programme aber auch einfach nur unsere
eigenen Auswertungsanstrengungen unterstiitzen; und so werden sie ja meist auch verwendet.

In der tberwiegenden Mehrzahl aller Fille, in denen einem Polizeibeamten Informationen zur
Verfligung gestellt werden oder er sie zu bestimmten Zwecken abfragt, gibt es zwei potentielle
Problemfelder, die je nach Fall und Konsiellation virulent werden konnen. Das erste Problem-

feld mochte ich so umschreiben: Haufig sind die Informationen nicht nur fur diesen konkreten

Zweck im genau hier erforderlichen Umfang auf stets gleiche und dem Nutzer bekannte Weise

gesammelt, codiert und weiterverarbeitet worden.

Das zweite Problemfeld, mit dem wir es ebenfalls immer wieder zu tun haben, kann man so
umschreiben: Alle direkt vom Informationserheber oder -sammler an einen Planer oder Ausfiih-
rer im Bereich der Kriminalitatskontrolle weitergegebenen Informationen bediirfen genau so

einer Interpretation und weiterer SchluBfolgerungen wie erst recht gespeicherte, manipulierte

oder weiterverarbeitete Informationen, unabhingig davon, ob diese Informationen aus Kom-
missionen oder aus irgendwelchen Computerprogramm-Operationen stammen.

Betrachten wir zunichst das erste Problemfeld. 1. DaB Informationen nicht nur fiir diesen kon-

kreten Zweck, fiir den wir sie jetzt verwenden wollen, gesammelt worden sind, ist deswegen
ein Problem, weil vom konkreten Zweck, zu dem Informationen gesammelt werden, auch ihre

interne Struktur und ihr Umfang abhdngen. Ein Beispiel soll dies illustrieren: Tathergangsbe-

schreibungen, die nicht schon mit Blick auf den kriminalpolizeilichen Meldedienst oder eine
Straftaten-/Straftater-Datei (SSD) angefertigt werden, sondern fiir Ermittlungszwecke ganz
allgemein, sind fiir die Meldedienste eher ungeeignet, und dies, ohne daB man es Ihnen ansehen
konnte. - Da man den Fall selbst nicht kennt, kann man der erschlossenen Tathergangsbe-
schreibung selbst diese mangelnde Eignung fiir diese Zwecke nicht ansehen. - Sie sind unge-
eignet dafiir, weil sie keine speziellen Tathergangsbeschreibungen im Hinblick auf Perseveran-
zen sind. Bei solchen ndmlich kommt es auf das Verhéltnis zwischen dem Typischen und dem
Besonderen im Einzelfall ab, auf das Verhiltnis zwischen dem ‘normalen’ Verbrechen und sei-
ner spezifischen Realisierungsform im vorliegenden Fall. Das Typische muB in der Beschrei-

bung enthalten sein, damit wir iiberhaupt diese Tathergangsbeschreibung mit anderen derselben
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Deliktart vergleichen konnen, wihrend das Besondere uns dazu dient, die Fille eines Typs her-
auszufinden, die eben diese Besonderheiten teilen,

2. Wert und Beurteilung von Informationen hingen zudem davon ab, ob sie in dem fur den

jetzt vorliegenden Zweck erforderlichen Umfange gesammelt wurden. - Im Falle von Statisti-
ken fragen wir uns: Ist die Stichprobe reprisentativ? Erfiillt sie also die Grundvoraussetzungen,
um daraus entsprechend wahrscheinlichkeitstheoretischen Annahmen bestimmte Arten von
SchluBfolgerungen zu ziehen? Wir fragen uns auch: Wurde iiberhaupt auf Werkzeugspuren
geachtet, so daB3 die im Tatortbefundbericht fehlende Bemerkung zu solchen Spuren tatsichlich
auch heift, daB es keine feststellbaren Spuren gab, oder hat man schlicht vergessen, danach zu
suchen? Wir wissen, daf es verschiedene Moglichkeiten gibt, den erforderlichen Umfang von
Informationen bei der Sammlung sicherzustellen. Eine besteht darin, von vornherein denjeni-
gen, die Informationen zu sammeln haben, Anleitungen dazu an die Hand zu geben, auf welche
Dinge sie tatsdchlich achten miissen, damit auch alle die Aspekte mit beriicksichtigt werden,
die letztendlich dazu fithren sollen, daB die Informationen im fiir den Verwendungszweck er-
fordertichen Umfange erhoben werden (also etwa Anleitungen fiir Tatortbefundberichte oder
Gliederungsvorgaben).

3. Fir eine zentrale Verarbeitung von Informationen ist es unabdingbar, daB die verarbeiteten
Informationen auf stets gleiche und dem Nutzer bekannte Weise gesammelt, erschlossen und
codiert werden. Die Methode, die bei der Erhebung angewandt wird, muB immer dieselbe sein.
Das weil} jeder Interviewer und jeder, der Statistiken erstellt. Aber das ist auch im allgemeinen
Fall der Informationserhebung wesentlich. Die Methode jedoch, die bei der Erhebung ange-
wandt worden ist, mufl auch dem Nutzer der Informationen bekannt sein. Denn wenn ich nicht
weiB, wie verlBlich und gleichmiBig die Methode war, nach der die Informationen erhoben
wurden, wie soll ich mich dann auf die Informationen verlassen konnen? Und ich muB auch
wissen, ob die Informationen stets auf die gleiche Weise erschlossen und codiert wurden.

Dazu ein Beispiel: Schon der Sachbearbeiter und erst recht der Codierer in einer Zentralstelle
muB fur das Verstehen der Ergebnisse von Tatortbesichtigungen, wie sie im Tatortbericht be-
schrieben sind, voraussetzen und erwarten konnen, daB diese Ergebnisse auf typische, also auf
die bekannte und immer wieder so praktizierte Weise und nach den iiblichen Methoden ge-
wonnen und hier beschrieben wurden. Andererseits schreiben Tatortbeamte ihre Befunde fiir
den idealtypisch gesetzten Anderen, fiir einen Sachbearbeiter, von dem sie annehmen konnen,
daB er solche Tatorte, Sachverhalte, Geschadigte und Tathergange kennt. Und indem diese
Beamten dann eine bestimmte Beschreibungsgenauigkeit als angemessen wihlen, setzen sie
voraus, daf alles andere, was durch diesen Exaktheitsgrad eben nicht mehr erfaBt wird, ‘jeder
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Sachbearbeiter kennt’, daf3 somit also ‘jeder weill’, was mit noch so vielen Worten gar nicht
beschrieben werden konnte.

Was nun die stets gleiche Codierweise angeht, so konnte ich in eigenen friheren Untersu-
chungen zu den Anfingen der Straftaten-/Strafiiterdatei (SSD) z.B. feststellen: Die Umset-
zung derselben Ausgangsinformation in formatierte Beschreibungen durch Sachbearbeiter mit
fiinfmonatiger Erfahrung im Umgang mit SSD-Formularen kann zu zum Teil stark voneinander
abweichenden Eintragungen in die Datenfelder (also: Codierungen) fithren (siehe die folgende
Abbildung; vgl. Schmitz 1977: 402).
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1. Universitét, Biroraum -

2. Basondere Freianlage, Universitét Gebiude, Universitat

3. Universitat, Blroraum -

4. Universitit, Biroraum Gebéude, Fenster, Glasscheibe
5. Universitad, Buroraum Gebiude, Fanster

8. Universitat, Einzelhaus, Biroraum Fenster, Glasscheibe

7. Unlversitaisgelande ) Gebaude

8. Universitat, Bliroraum Einrichtungsgegensténde
9. Universitat Gebude
10. Universitit, Bliroraum fenster, Mdbel

Daneben werden Informationen durch den Codiervorgang selbst ebenfalls verindert, ohne daf
dies auf Indexerfehler zuriickfithrbar ware. Der Grund liegt dann in den Zwingen des fur die
Beschreibung vorgegebenen Katalogs, also in den Codiervorschriften (siehe die folgende Ab-
bildung; vgl. Schmitz 1977; 404).
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Verdnderungen der  Tathergangsrekonstruktion enthalten 2zB. die  Straftaten-
/Straftdterdateimeldungen Nr. 1-7, 9 und 10. Hier geht lediglich Nr. 6 zu Lasten der Codier-
leistung eines Sachbearbeiters. Alle anderen Verdnderungen haben ihre Griinde in der
Zwangsjacke der Codiervorgaben.

4. Auch tber die Art der Weiterverarbeitung von Informationen miissen die Nutzer ungefihr
Bescheid wissen, um eine Vorstellung davon zu haben, worauf die ihnen vorliegende Ausga-
beinformation beruht, welchen Wert sie hat etc. DaB die Weiterverarbeitung immer auf diesel-
be Weise erfolgt, dafiir sorgen schon die Computerprogramme, wenn sie entsprechend ange-
legt sind. Diese Programme aber bediirfen einer sehr griindlichen Kontrolle, denn sie beinhalten
schon Problemlosungen und Entscheidungsschritte, die dem Nutzer der Ausgabeinformation
nicht einfach nur abgenommen werden - zu seiner Entlastung -, sondern auch seiner Kontrolle
systematisch entzogen werden.

Nun noch einige Erlauterungen zum zweiten Problemfeld, das ich weiter oben benannt und
umschrieben habe: 1. Alle Mitteilungen, also miindliche oder schriftliche Texte, als sogenannte

Informationstrager sind prinzipiell interpretationsbediirfiig, verlangen weitere SchluBfolgerun-

gen der verstehenden Adressaten und erfordern eigene Anstrengungen, durch die die gewon-
nene Information erst handlungswirksam und zweckforderlich gemacht wird.

Auch hierzu ein Beispiel: Wie alle Beschreibungen kénnte auch jede Tathergangsbeschreibung
bei hinreichender Konzentration und geniigend umfassender Wahrnehmung und Erinnerung
immer noch genauer und noch detaillierter gemacht werden als die vorangegangene Beschrei-
bung. So betrachtet, kann also eine Beschreibung eines Objektes prinzipiell nicht abgeschlossen

werden. Daher muB fiir Beschreibungen stets eine zweckmaBige Auswahl dessen getroffen
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Sachbearbeiter fiir die weitere polizeiliche und staatsanwaltliche Bearbeitung iiberhaupt wichtig
erscheint, was also erfahrungsgemaf fir die Losung der Probleme in den weiteren Ermittlun-
gen relevant ist.

Diese Auswalil des beschreibenden Tatortbeamten, die ja zugleich ein Auslassen von anderem
ist, fithrt auf seiten des Sachbearbeiters als Rezipienten des Tatortberichtes zur Notwendigkeit
besonderer Verstehensleistung: Er muB namlich den Kranz von Informationen iiber Tatort und
Tathergangsrekonstruktion, der bei den Selektionen durch den Tatortbeamten verlorenging,
ersetzen durch sein typisiertes Wissen von Tatorten und Tathergingen dieser Art, um iiber-
haupt einen Kontext fur das Verstandnis des Tatortberichtes zu gewinnen.

Oder nehmen Sie ein anderes Beispiel: Auf dem Wege zu einem Finsatzort, benannt als ,Bank,
bewaffneter Raubiiberfall“, erfihrt eine Gruppe von Polizeibeamten auf die Frage, wer sich
auBer Bankangesteliten und Bankriuber am Tatort befindet, die Antwort: , Wahrscheinlich
mehrere Kunden®. (Ich hoffe, das Beispiel ist nicht allzu realitatsfern.) Eine solche Information
sagt einerseits nicht viel. Andererseits kann dies ein ortskundiger und delikterfahrener Polizei-
beamter fur eine Reihe von Schiufifolgerungen nutzen, fir die Bildung von Hypothesen, die
dann die Gestaltung des Einsatzes mitpragen, S0 daB die Ausgangsinformation ,wahrscheinlich
mehrere Kunden® auf diesem Wege erst sweckforderlich wird. Das heiBt, es ist nicht jede In-
formation als solche schon oder iiberhaupt dem 7weck dienlich. Man muB auch in dem Sinne
etwas damit anfangen kénnen, dafl Personen daraus ihre Schliisse ziehen konnen, die Informa-
tion in Verbindung bringen konnen mit einem bestimmten sachbezogenen Vorwissen, um da-
durch etwas Zweckdienliches daraus zu machen. Erst auf diese Weise wird die Ausgangsin-
formation vielfach zu einer zweckforderlichen.

2. Besondere Interpretationsleistungen erfordert der Umgang mit gespeicherten, manipulierten
und weiterverarbeiteten Informationen, vor allem dann, wenn sie aus Operationen von Compu-
terprogrammen stammen und es sich nicht um unverénderie Volltextdokumente (z.B. eine
komplett gespeicherte Personalakte) handelt.

Das folgende Beispiel aus meinen Untersuchungen zu den Anfingen der Strafiaten-
/Straftdterdatei (SSD) mag ein Extrembeispiel sein, macht aber als solches das Problem um so
deutlicher (zur folgenden Abbildung vel. Schmitz 1977: 408).
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18T {,Straftat™): 100177 000

TZT {(.Anzahl der Tatverdiichtigen): M 1

TIZ {,Tatzelt*y: 10.03. 78. 2045

TTO (Tatdrtlichkeit”): Hofraum, Garage

TTM (. Tatmittel®): Damencberbekleidung, Messer

TBT ({ Tatvorbereitung“): Auflauern

TBA (. AbsicherungsmaBnahmen”): Opfsr Fesseln, Opferfahrzeug Aussch

TBD (.Besonderheiten bei Einzeldalikten®): Mundverkehr, Gaschlachisverkehr
THS (,Spurenhinweis/Beweismittel): Messer Beim Vorgang, Tatermantel B. Vor-

gang
TVM (. Sondervermerk®): Tatzusammenhang Mit Falinr ...
LGR {,GrdBe): 175 '
LMU {,Mundart"): Siddeutsch

Um zu sehen, welche Leistungen Polizeibeamte auf welche Weise erbringen miissen, wenn
ihnen der Computer eine soiche formatierte Tathergangsbeschreibung in Kategorien der SSD
ausgibt, und wie sie daraus wieder eine natiirlich-sprachliche Tathergangsbeschreibung zu-
sammensetzen, habe ich die in der Abbildung genannten Angaben delikterfahrenen Polizeibe-
amten vorgelegt, um sie daraus einen in Volltext geschriebenen Tathergang konstruieren zu
lassen. Eine Textperson schrieb nun zu diesen Eintrigen folgendes: ,Der Tater, der Da-
menoberbekleidung trug, hatte der Frau im Hofraum aufgelauert und sie dann unter Bedrohung
mit einem Messer in eine Garage gefiihit. Hier muBte die Geschadigte beim Titer den Mund-
verkehr ausfiihren und den GV iiber sich ergehen lassen. Um ein vorzeitiges Entdecken der Tat
zu verhindern, machte der Tater das Fahrzeag der Geschadigten fahruntiichtig und fesselte die
Geschidigte.«

Dies ist eine durchaus mégliche Rekonstruktion aufgrund der Datenfeldeintragungen. Fehler
gegeniiber der Originalakte - es handelt sich um einen Originalfall, der damals so vercodet
wurde -, entstanden hier jedoch, weil der Beamte ~Damenoberbekleidung“ als Verkleidung
deutete - wie tibrigens vier weitere Testpersonen auch - und nicht verkniipfte mit dem TBA-
Eintrag (,,Absicherungsmafinahmen®) | Opfer fesseln“. Denn tatsiichlich wurde das Opfer mit
der eigenen Kleidung gefesselt. Falsch interpretiert wurden auch die Angaben zur Tatértlich-
keit. Die weitere Tatortlichkeit war niamlich ein Hofraum, die engere aber, wo die Vergewalti-
gung stattfand, eine Garage. Die Testperson verband die Titigkeiten aus TBT
(-, Tatvorbereitung™) und TBA (,,AbsicherungsmaBnahmen™) also mit einer falschen Ortlichkeit.
Ich will auf weitere Probleme, die in diesem Beispiel stecken, gar nicht eingehen. Wichtig er-
scheint mir, daB die Testpersonen auf die Frage, weshalb sie sich denn fiir einen Tathergang
entschieden hitten, obwohl sie ja alle in einer vorausgegangenen Befragung gesagt hatten, dar-

aus konnte man verschiedene Tatherginge rekonstruieren, antworteten (und zwar neun von
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zehn Beamten), daB sie von ihrer Erfahrung ausgegangen seien und das als Tathergang ange-
nommen hitten, was ihnen wahrscheinlich erschienen sei. Das heif3t: Hier mul3 der Nutzer von
Informationen mit seinem ganzen Vorwissen, seinem ganzen Erfahrungswissen an die Ausga-
ben aus dem Computerprogramm herangehen, sie deuten und dann mit einem erheblichen Un-
sicherheitsfaktor zu einem Ergebnis kommen, damit er mit diesen Daten, so wie sie ihm solche
Systeme liefern, iiberhaupt etwas anfangen kann.

Fassen wir also zusammen: Aus den vorgetragenen Uberlegungen sollte fiir die weiteren zu
behandelnden Tagungsthemen vor allem folgendes im Auge behalten werden:

1. Genau genommen, ist eine Information kein feststehendes, unverinderliches Ding. Von die-
ser Art kann hochstens die schriftliche oder graphische Reprisentation von Wortern oder Ge-
genstanden etc. sein. Eine Information ist vielmehr das Ergebnis eines Verstehens- oder Deu-
tungsprozesses, einer Deutung von Zeichen. Sie ist also etwas fiir Menschen. Da aber die Men-
schen in dem DeutungsprozeB unterschiedliche Wissensvoraussetzungen und Interessen (z.B.
an Losungen bestimmter Probleme) mitbringen ‘enthalten’ Texte fiir sie auch unterschiedliche
Informationen. Erst, indem ich Menschen darin schule, bestimmte Texte auf eine vorher fest-
gelegte Art zu deuten, vereinheitliche ich das, was die verschiedenen Menschen demselben
Computerausdruck als Information entnehmen.

2. Wenn Informationen die polizeiliche Kriminalitdtskontrolle beférdern sollen, dann miissen
sie zweckspezifisch und zweckgemaB sein oder von den Adressaten leicht zweckforderlich
gemacht werden konnen. Denn wer unter Zeitdruck mit knappen Ressourcen arbeiten mufl
und dabei unter chronischem Informationsmangel leidet, kann sich weder eine Ablenkung noch

eine Uberlastung durch unzweckgemife Informationsmengen leisten.
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Die Bedeutung zweckgemiiBer Information fiir die polizeiliche Kriminalititskontrolle
Referent: Prof. Dr. H. Walter Schmitz, Universitit Essen

Informationen sind nicht feststehend und unverinderlich, sondern das Ergebnis eines Verstehens- oder Deutungs-
prozesses, einer Deutung von Zeichen. Je nach Wissensvoraussetzungen und Interessen enthalten Texte fiir ver-
schiedene Menschen deshalb unterschiedliche Informationen. Erst durch Schulung, bestimmte Texte auf eine vorher
festgelegte Art zu deuten, kann man die Informationsaufiiahme - etwa aus Computerausdrucken - vereinheitlichen.
Fiir polizeiliche Kriminalititskontrolle forderliche Informationen miissen zweckspezifisch und zweckgemiB sein
bzw. vom Adressaten zweckforderlich gemacht werden kénnen. Zweckgemiifie Informationen sind solche, die zur
Erfiillung eines Zweckes beitragen oder ausreichen. Das Ziel ist, Informationen zum richtigen Zeitpunkt, am richti-
gen Ort, den mit dieser Aufgabe befaBten Personen im richtigen Umfang zugénglich zu machen, damit derart die
Voraussetzungen fiir effektive Handlungen erfiillt sind. Optimales Handeln zur Ldsung bestimmter Probleme, etwa
der Kriminalitdtskontrolle, bedeutet in der Regel nicht, alle méglichen Alternativen nach der besten zu durchsuchen,
da dies mit einem unverhéltmism#Big grofien Aufwand fiir Informationsbeschaffung und -analyse verbunden wire.
Es geht um zufriedenstellende Losungen. Zentrale Informationspools und zentrale Informationsverarbeitung, die
mittels bestimmter Programme groBe Mengen komplexer Informationen in weniger komplexe, handhabbare Dar-
stellungen tiberfiihren, unterstiitzen bei Entscheidungsfindung und Problemlgsung. Allerdings kommt es im Prozef}
der Umsetzung von Sachverhalten in die Formate von Datenverarbeitungsprogrammen und bei der spiteren Abfra-
ge durch andere Nutzer zu Informationsverlusten bzw. Fehlinterpretationen.

Suchbegriffe:  Information; Informationsverarbeitung; Datenverarbeitung; Interpretation; Kriminalititskontrolle;
Entscheidungsfindung; Problemlésung

Die fachliche Systemphilosophie von INPOL-neu
Referent: Kriminaldirektor Peter S e h r, Bundeskriminalamt, Wiesbaden

INPOL-neu und die Vorgangsbearbeitungssysteme (VBS) der Linder wirken beim Informationsverarbeitungspro-
zeB zusammen. Es gilt das Prinzip der Einmalfassung in INPOL-neu. Der Sachbearbeiter ist von seinem Arbeits-
platz aus in der Lage, auf Informationen zuzugreifen, die er fiir seine Aufgabenerledigung (Vorgangsbearbeitung)
benétigt. Die Daten in INPOL-neu werden anwendungsunabhingig strukturiert. Der Zugriff auf Daten erfolgt iiber
ein Berechtigungssystem. Entscheidender Quantensprung ist die Integration der Bereiche ,,Fall” und , Fahndung*
sowie die Schaffung eines Polizeilichen Fithrungsinformationssystems (PFI). Dies wird gewihrleistet durch Daten-
und Funktionsbeschreibung durch INPOL-neu. PFI unterstiitzt die strategische Auswertung, fordert aber auch den
operativen AuswertungsprozeB. PKS bietet gréfieren Leistungsumfang. Risikofaktoren bestehen in der Notwendig-
keit, daf alle Linder VBS entwickeln und die Schnittstelle INPOL-neu bedienen koénnen. Zudem sind elementare
Fragen iiber den Umfang von Daten, die in INPOL-neu eingestellt werden sollen, zu kliren.

Suchbegriffe:  Inpol-Neu; Kommunikationsnetz; Datenverbund; Bund-Linder-System; Vorgangsbearbeitung;
Fahndung; Polizeiliche Kriminalstatistik (PKS)

Crime Intefligence und Crime Analysis als Methoden in komplexen Ermittlungsverfahren
Referentin: Annette Briic kner, Geschiftsfilhrerin Fa. GENESYS GmbH, Unterschleifheim

Die DV-Anwendundung Polygon kann in den Bereichen Organisierte Kriminalitit, Rauschgiftkriminalitit und
Wirtschaftskriminalitiit sowie zur Kontrolle von Staatsschutzdelikten eingesetzt werden. Also in solchen Bereichen,
wo mit einer Vielzahl von komplizierten Sachverhalten in der Verfahrensbearbeitung zu rechnen ist. Das Organisa-
tionsumfeld sind vornehmlich Sonderkommissionen, die fiir die Bearbeitung besonders schwerer Fille der Krimi-
nalitit cingesetzt werden. Die Qualitit der Programmfunktionalitit ist darauf ausgerichtet. Der Einsatz ist jedoch
auch in der Regelorganisation der o.a. Deliktsbereiche und zur Erstellung qualifizierter Lagebilder moglich. Der
wesentliche Vorteil von Polygon liegt in seiner datenbankunabhingigen Struktur. Die Programmfunktionalitit be-
dingt, daB der Auswerter zum Analysten wird. Der Erkenntniszuwachs, der durch die Informationsverdichtung ge-
wonnen wird, ist in Ermittlungsergebnisse umsetzbar.

Suchbegriffe:  Polizeiliche Datenverarbeitung; Informationsgewinnung; Informationsverarbeitung; Informations-
auswertung; Informationssystem (Polygon); EDV-Einsatz; Ermittlungsarbeit; Systembeschreibung
(Polygon)
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